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Abstract :

In the field of physical and human security, challenges persist, such as an over-—
reliance on the intuition of front—line personnel and delays in responding to
increasingly complex threats. This paper draws upon the evolution of defense
strategies in the cybersecurity domain—specifically, the shift from the “perimeter
defense model” to the “Zero Trust Architecture”’—as a theoretical foundation. It
proposes a novel multi—layered defense framework for systematically assessing and
making judgments about interpersonal risks in physical spaces. This framework
conducts a phased verification process across three defensive layers—"Safety,”
“Legality,” and “Communication”’—to evaluate threats ranging from overt physical
dangers and rule violations to contextual and behavioral anomalies. Through this
theoretical exploration, the paper aims to provide the field of physical security

with a new, reproducible, and versatile judgment structure.
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